
GCSS-MC System Requirements 

Though common settings are provided, 
this does not mean all settings. Local 

settings may still require adjustments. 



GCSS-MC System Requirements 

• Windows XP Professional Service Pack 3 or Higher 

• Internet Explorer 7 or later 

• ActivClient version 6.2.0.86 with FIXS1008015 or 
later 

• DoD Root Certificates 
– (InstallRoot_v3.16A.exe or later) 

• ECA Root Certificates 
– (InstallRoot_v3.16E.exe or Later) 

• JAVA 1.6.0_37 or later 

• Or Java 1.7_17 



GCSS-MC System Requirements 

• If prompted for Java Update 
needed on NMCI Computer: 

• Click on “Do Not ask again 
until the next update is 
available.” 

• Click “Later” 

• Do Not Click on 
UPDATE! 



GCSS-MC System Requirements 

• Java (Access via Control Panel) 

• Advanced Tab: 

• Settings>Security>General 

• Ensure Check Mark is beside: 
"Use SSL 2.0 Compatible ClientHello Format" 

• Ensure Check Mark is beside: 
– "Use SSL 3.0" 

• Ensure Check Mark is Beside 
– "Use TLS 1.0" 

• All others as defaulted by Java. 

 



GCSS-MC System Requirements 

• Java Recommendations: 

• Settings>Debugging> 

• Ensure all three items 
are selected. 

 

• Settings>Java Console> 

• Ensure "Show Console" 
is selected. 

 



GCSS-MC System Requirements 

• NMCI WIN7 is already 
done. Others need to 
do this. 

• Internet Explorer 
(Access via Control 
Panel, Internet Options) 

• Security Tab: 

• Select "Trusted Sites“ 

• Click on the "Sites" 
button. 



GCSS-MC System Requirements 

• Ensure 
"https://*.disa.mil" is 
present 

• Once complete, Click 
Close to return to 
Internet Properties. 

• Note: This is already 
included on 
USMC/NMCI Windows 
7 Computers, and 
cannot be adjusted. 

https://*.disa.mil/


GCSS-MC System Requirements 

• Click on the "Custom 
Level" button. 

• Note: USMC/NMCI 
WIN7 computers will 
not allow edit of 
Trusted Sites. 



GCSS-MC System Requirements 

• Locate "Use Pop-Up 
Blocker" and ensure 
"Disable" is selected. 

• Once complete, Click 
OK to return to Internet 
Properties 

• Note: USMC/NMCI 
WIN7 computers that 
do not allow this option 
see next slide for 
option. 



GCSS-MC System Requirements 

• Select Privacy Tab. 

• With Pop-Up Blocker 
Checked, click on 
settings. 

• This can be adjusted on 
NMCI WIN7 Computers. 



GCSS-MC System Requirements 

• In the address field, 
enter: 

*.csd.disa.mil 

• Click Add 

• Set Blocking Level to 
low. 

 

 



GCSS-MC System Requirements 

• *.csd.disa.mil should be 
added to Allowed Sites. 

• Set Blocking Level to 
low. 

• Click Close. 

 



GCSS-MC System Requirements 

• Note: USMC/NMCI 
WIN7 computers do 
allow one to turn off 
Pop-up Blocker. Though 
not advised, one can 
remove the check 
beside “Turn on Pop-up 
Blocker. 



GCSS-MC System Requirements 

• Advanced Tab: 

• Locate and ensure "Use 
SSL 2.0" is not checked. 

• Locate and ensure "Use 
SSL 3.0" is checked. 

• Locate and ensure "Use 
TLS 1.0" is checked. 

• Once set, Click OK. 


